
1

31 March 2020

The Operational Environment and 

Multi-Domain Operations

Mr. Ian M. Sullivan

Brief to the National Academies

UNCLASSIFIED



2

…seen through the lens of threats…

Developing the Army OE Narrative

…continuously informed by…

Grounded in 
Intelligence…

- Leader Development
- Training
- Doctrine & Concepts
- Capability Development

…that are 
validated by…

Academia
Industry

Policy Institutes
Foreign Partners/Perspectives

Military-Government 

…Creates Drivers…

Starting with national policy & strategy, CONPLANS/OPLANS, DPS, 11 Army Missions…1

2 3

45
6…Creates the 

foundation for:

Exercises
Experimentation

Simulations
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The Operational Environment to 2035
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The U.S. Army in Multi-Domain Operations

2028
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Multi-Domain Operations 

The current strategic environment is typified by a 

state of continuous competition by Great Powers
– notably China and Russia

Problem: China and Russia pose three challenges:

– Challenge in all domains (tactical)

– Employ multiple layers of Stand-off (operational)

– Leverage competition space (strategic)

to achieve operational and strategic objectives

Solution: The U.S. Army in Multi-Domain Operations 2028 

concept describes how the Army will reconcile these challenges:

– compete below threshold of armed conflict

– penetrate and dis-integrate enemy stand-off

– exploit the resultant freedom of maneuver 

– return to competition on favorable terms

as of: 20190926
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Central Idea
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Army forces, as an element of the Joint Force, conduct Multi-Domain 

Operations to prevail in competition; when necessary, Army forces 

penetrate and dis-integrate enemy anti-access and area denial systems 

and exploit the resultant freedom of maneuver to achieve strategic 

objectives (win) and force a return to competition on favorable terms.

Current Options

 Do nothing and concede competitor actions and 
readjust strategic objectives 

 Win a protracted conflict by regaining the 
operational initiative and defeating enemy forces

MDO Capable Force 2028/2035 Options

 Do nothing and concede competitor actions and 

readjust strategic objectives 

 Expand the competitive space on favorable terms 

to deter enemy aggression (preferred method)

 Respond quickly to deny a fait accompli attack  

and achieve an operational position of advantage

 Win a protracted conflict by regaining the 

operational initiative and defeating enemy forces

as of: 20190626
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Threats Layer “Stand-off”

Combined Arms Armies employ organic long-, mid-, and short-range systems to create 

operational and tactical stand-off that requires attacking functions rather than formations 

as of: 20190626
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Threats Create “Stand-off”

as of: 20190626
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The U.S. Army in Multi-Domain Operations
(How We Must Fight)

Compete

Penetrate

Dis-Integrate

Exploit

as of: 20191113
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Tenets of Multi-Domain Operations

ConvergenceMulti-Domain FormationsCalibrated Force Posture

Forward Presence Forces

Expeditionary Capacity    

National-Level Capabilities

Authorities                         

Maximize Human Potential                

Any Shooter…

Any Sensor…

The rapid and continuous integration

of capabilities in all domains through:

s Mi ss ion  Command

s Cr oss - Domain  Sy ner gy

s Redundan t  K i l l  Cha i ns

Executing MDO requires changing how the Army: postures the force physically with increased 

authorities; organizes its formations; and employs its new capabilities and emerging technologies. 

Echelons Above Brigade Formations

Conduct Independent Maneuver       

Employ Cross-Domain Fires              

Any C2 Node…

In near-real time.

C2

as of: 20191113
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as of: 20191113

Questions?

Mr. Ian M. Sullivan
Assistant G2
US Army TRADOC
NIPR ian.m.sullivan4.civ@mail.mil
SIPR ian.m.sullivan3.civ@mail.smil.mil
JWICS  ian.m.Sullivan.civ@army.ic.gov
Phone:  (757) 501-6211
TS VOIP:  987-8135

UNCLASSIFIED

mailto:ian.m.sullivan4.civ@mail.mil
mailto:ian.m.sullivan3.civ@mail.smil.mil
mailto:ian.m.Sullivan.civ@army.ic.gov

